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Abstract of the contribution: Proposes updates to Solution #6 for Key Issue #3
 Discussion
In some deployments it is possible and more reasonable to have multiple network functions acting as AF, instead of a single AF responsible for multiple Data Networks. For example, referring to below figure 1, UE initially connected to Data Network DN1. Due to mobility, it is now connected to local data network DN 2. In this case it is possible that third party deploys a local instance of AF dedicated to this local data network DN2. Although, in many cases, it is possible that DN1 and DN2 both are controlled and managed by same AF, but multi-AF scenarios needs to be considered for solutions to key issue #3. 
Observation 1: solutions to key issue #3 need to consider deployments that support multiple instances of AFs.
In cases where there are more than one AF associated with multiple data networks, these AFs may require some coordination, configuration and interaction among themselves, but these are out of scope of SA2 discussion and may be handled e.g. based on third party policies, requirements and so on. However, there are some impacts to the procedures involving AF and 5GC, and these are discussed & proposed in this paper as an enhancements to solution #6 in TR 23.725. 
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Figure 1: UE mobility to local data network (simplified figure, to help focused discussion) 
Solution #6 to key issue #3 in TR 23.725 considers deployment scenario where due to UE mobility, session is redirected to a local application server, referred to as T-AS, and is located in the local data network DN2. However, in certain cases local data network may have its own associated AF instance (called here as T-AF). For such cases, below needs to be considered, in case of UE mobility and subsequent application server relocation:

· Setting up new ULCL i.e. T-ULCL

· Setting up new PSA i.e. PSA-3
· Change in N6 routing details e.g. due to change in data network from DN1 to DN2
· AF relocation i.e. T-AF associated with local data network DN2 . 
While solution #6 in TR 23.725 considers some of these changes in the procedures to support session continuity due to UE mobility, this paper proposes below additional changes in particular to support cases with multiple AF instances:  

·  AF/S-AF acknowledges receipt of late notification, and also provides N6 traffic routing details (e.g. supporting local DN relocation) and T-AF identifier.

·  SMF/S-AF cancels user plane management event notifications earlier subscribed by AF/S-AF
·  SMF configures PSA-3 with received N6 traffic routing information

·  SMF sends late notification to T-AF, along with PSA-3 details, session ID and AF request ID indicating that this is for the ongoing session 

· T-AF subscribes to user plane management event notifications 

Proposal

It is proposed to add the following text in section 6.6 of TR 23.725.

/***************************  First changes ************************/
6.6
Solution #6 for Key Issue #3: Forwarding tunnel between source and target UL CL

6.6.1
Description

Consider the architecture depicted in Figure 6.6.1-1. Initially UE is connected to Source RAN (S-RAN) and has a PDU Session established with a remote PDU Session Anchor (PSA1). The network has inserted an Uplink Classifier (S-ULCL) that directs selected traffic to a local PDU Session Anchor (PSA2). The traffic flows exchanged via PSA-2 are terminated in a Source Application Server (S-AS) which is a user plane entity (e.g. content distribution server) that is controlled by an AF via an interface that is outside of 3GPP scope (e.g. ETSI MEC architecture as defined in ETSI ISG MEC GS MEC-003 [8] is an example illustrating the split into a control and user plane entity in the context of edge computing; other architectures are also possible).

At some point UE is handed over to the Target RAN (T-RAN). This solution proposes that upon instantiation of the Target Uplink Classifier (T-ULCL) a N9 forwarding tunnel is created between the Source Uplink Classifier (S-ULCL) and the T-ULCL, as depicted in Figure 6.6.1-1.
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Figure 6.6.1-1: Architecture with N9 forwarding tunnel between source and target ULCL

The N9 forwarding tunnel is maintained until all active traffic flowing on it ceases to exist for a configurable period of time.

T-ULCL is configured with packet filters that:

-
force uplink traffic from existing sessions (between UE and Source AS) on the following path: T-RAN – T-ULCL – S-ULCL - PSA2. Similarly, S-ULCL is configured to forward all downlink traffic for this UE coming from S-AS into the N9 forwarding tunnel towards T-ULCL.

-
force any new DNS requests (relating to the local DN) to go to the new local DN (via PSA3).

-
force any traffic related to the Target Application Server (T-AS) in the new local DN (e.g. identified by a match between the destination IP address of uplink packets and the IP address of T-AS) to go to the new local DN (via PSA3).

-
let any remaining traffic go to the remote PDU Session Anchor (PSA1).

SMF may send a Late Notification to AF to inform it about the DNAI change (i.e. change of local PSA). Based on this notification the AF triggers the S-AS to use upper layer (e.g. IP level or HTTP level) mechanisms to redirect the ongoing traffic sessions towards a server in the new local DN (i.e. towards Target AS). If target AS, located in local data network, is associated with local AF instance (called T-AF), then below steps are in response to Late Notification from SMF to AF:

· AF acknowledges receipt of late notification, and also provides N6 traffic routing details (i.e. due to change to T-AS in local data network) and T-AF identifier.
· SMF/AF cancels earlier subscribed user plane management event notifications
· SMF configures PSA-3 with received N6 traffic routing information
· T-AF subscribes to user plane management event notifications 
· SMF sends late notification to T-AF, along with PSA-3 details and AF request ID 
Note: Communication between AF and T-AF and AF behaviours on handling service relocation are out of scope of this study 
*** End of changes ****
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